1. Wpisz w polu ,,szukaj” stowo ,certyfikat” i nacisnij na ,,Zarzadzaj certyfikatami uzytkownikow”
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Zarzadzaj certyfikatami
uzytkownikow

§s
‘e
Panel sterowania

a. Opcjonalnie nacisnij klawisz Windows + R, a nastepnie wpisz ,,certmgr.msc” i nacisnij
ENTER.

= Uruchamianie

= Whpisz nazwe programu, folderu, dokumentu lub zasobu
= internetowego, a zostanie on otwarty przez system
Windows.

Otworz: | certmgr.msc

OK Anuluj Przegladaj...

=,! Q Wyszukaj




2. W oknie ,,certmgr” wybierz folder Osobisty->Certyfikaty

@ certmgr - [Certyfikaty - biezacy uzytkownik\Osobisty]
Plik Akcja Widok Pomoc
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G Certyfikaty - biezacy uzytkownik

|| Zaufane gtéwne urzedy certy
|| Zaufanie przedsigbiorstwa
| Posrednie urzedy certyfikacji
.| Obiekt uzytkownika Active Di
] Zaufani wydawcy

|| Certyfikaty niezaufane

| Gléwne urzedy certyfikacji ini
.| Zaufane osoby

] Wystawcy uwierzytelniania ki
| Inne osoby

| Local NonRemovable Certific
| Zadanie rejestracji certyfikatu
|| Zaufane certyfikaty kart inteli

Typ obiektu
| Certyfikaty

Liczba certyfikatéw w magazynie Osobisty jest réwna 8.

Z listy po prawej stronie wybierz wiasciwy certyfikat
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certmgr - [Certyfikaty - biezacy uzytkownik\Osobisty\Certyfikaty]
Plik Akcja Widok Pomoc
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1 Zaufane osobv

Cfertyfikaty - biezacy uzytkow Wystawiony dla A
2] 9?0bl5ty B9 AAA Certificate Services
.| Certyfikaty =] AddTrust External CA Root

|| Zaufane gtéwne urzedy ce
_| Zaufanie przedsiebiorstwa
| Posrednie urzedy certyfikz
{1 Obiekt uzytkownika Activi
] Zaufani wydawcy

|| Certyfikaty niezaufane

| Gtéwne urzedy certyfikacj

[ Baltimore CyberTrust Root

Wystawiony przez

AAA Certificate Services
AddTrust External CA Root
Baltimore CyberTrust Root

Data wygasénie...

01.01.2029
30.05.2020
13.05.2025

Zamierzone cele

Uwierzytelnig
Uwierzytelnie
Uwierzytelnie

Liczba certyfikatéw w magazynie Osobisty jest réwna 8.




4. Naciénij na certyfikat prawym przyciskiem myszy, a nastepnie wybierz ,Wszystkie zadania”->
»Eksportu;j...”

@ certmgr - [Certyfikaty - biezacy uzytkownik\Osobisty\Certyfikaty] = O X
Plik Akcja Widok Pomoc

e | 2E 4 2XEE HE

LL»ij Certyfikaty - biezacy uzytkow Wystawiony dla 2 Wystawiony przez Data asnie... Zamierzone cele
Ce y y y: y p wyg
Yl Qsobely i o i ad Certyfikacji BIK IDM 13.04.2024 <Wszyscy>
‘;ufe"yﬁ:‘,aty ; 28 ad Certyfikacii BIK IDM 08.03.2023 <Wszyscy>
v R
- - : Caer:teysf]i:avt‘;e HrEgeyice ‘2513 Wszystkie zadania > Otworz <Wszyscy>
o o o z <Wszyscy>
> | Zaufanie przedsiebiorstwa @;JN Wytnij Zadaj certyfikatu z nowym kluczem... W szy>
> || Posrednie urzedy certyfike P Kopiui STYSCY:
> || Obiekt uzytkownika Activi é‘;] N p' - Operacje zaawansowane > <Wszyscy>
> ] Zaufani wydawcy -;“V Usun = <Wszyscy>
> || Certyfikaty niezaufane ZIN Wiatciwosci Eksportuj... <Wszyscy>
> |1 Gléwne urzedv certvfikaci
= Pomoc
| Eksportuj certyfikat J
5. Postepuj zgodnie z ponizszymi zrzutami ekranu
7T
4* Kreator eksportu certyfikatow & &* Kreator eksportu certyfikatow

Eksportowanie klucza prywatnego

A - 1
Kreator eksportu certyfikatéw — Zapraszamy! R o et K Py WA G Ay Ce kS

Ten kreator pozwala kopiowac certyfikaty, listy zaufania certyfikatéw oraz listy
odwotlania certyfikatéw z magazynu certyfikatow na dysk. Klucze prywatne sa chronione hastem. Aby wyeksportowac klucz prywatny
z certyfikatem, musisz wpisac hastfo na jedne;j z kolejnych stron.

Certyfikat, wystawiany przez urzad certyfikacji, stanowi potwierdzenie tozsamosci Czy cheesz wyeksportowac klucz prywatny wraz z certyfikatem?
uzytkownika i zawiera informacje uzywane do ochrony danych lub do ustanawiania
| bezpiecznych polaczen sieciowych. Magazyn certyfikatéw jest obszarem systemowym, Tak, eksportuj klucz prywatny

w ktérym przechowywane sq certyfikaty.

Aby kontynuowac, kiiknij przycisk Dalej. Uwaga: nie mozna odnalez¢ skojarzonego klucza prywatnego. Mozna wyeksportowac
jedynie certyfikat.




& ¢ Kreator eksportu certyfikatow

Format pliku eksportu
Certyfikaty moga by¢ eksportowane w wielu réznych formatach plikéw.

&«

£* Kreator eksportu certyfikatow

Eksport pliku
Okresl nazwe pliku, ktéry chcesz wyeksportowad

Wybierz format, ktérego chcesz uzy¢:
o
(O Certyfikat X. 509 szyfrowany algorytmem Base-64 (CER)

(O Standard skladni wiadomosd kryptograficznych — certyfikaty PKCS #7 (P78)
Jesli jest to mozliwe, dotacz wszystkie certyfikaty ze sdezki certyfikagi

ory!

Wymiana informacji osobistych — PKCS #12 (PFX)
Jesli jest to mozliwe, dofacz wszystkie certyfikaty do sdezki certyfikacji
Usun klucz prywatny, jesli eksport zostat zakoriczony pomysinie
Eksportuj wszystkie wiasciwosd rozszerzone
Wiacz funkcje prywatnosd certyfikatu

Magazyn certyfikatow seryjnych firmy Microsoft (SST)

Nazwa pliku:
imie_nazwisko

Anuluj

& ¥ Kreator eksportu certyfikatow

Koriczenie pracy Kreatora eksportu certyfikatéw

Praca Kreatora eksportu certyfikatow zostafa pomysinie ukorficzona.

Wybrane zostaty nastepujace ustawienia:
Nazwa pliku ~ s\SG1\jmie_nazwisko.cer
Eksportuj klucze
Dofacz wszystkie certyfikaty ze Sciezki certyfikacji Nie
Format pliku Certyfikat X. 509 szyfrowany binar|

6. Przeslij certyfikat na adres: info@bs-zabkowicesl.pl




